MANAGEMENT CONTROL PROGRAM OVERVIEW

SECNAV 5200.35D, Department of the Navy (DON) Management Control Program (MCP), which references higher authority instructions and the Federal Manager's Financial Integrity Act (FMFIA) of 1982, states that MANAGERS MUST BE ABLE TO REASONABLY ASSURE THAT: 


Program, functions and processes are achieving their intended results;

Resources are being used consistent with the DON mission; 

Programs and resources are protected from waste, fraud, and mismanagement; 

Revenues and expenditures are properly accounted for and recorded;

Laws and regulations are being followed; and

Reliable and timely information has been obtained, maintained, reported and used for decision-making.

Guidance encompasses ALL PROGRAMS AND FUNCTIONS WITHIN DON, and not just the comptroller functions. 

Managers will incorporate basic Management Controls in the strategies, plans, guidance, and procedures governing their programs and operations. Accountability for the success or failure of these Management Controls MUST be reflected in performance evaluations and fitness reports of managers with significant Management Control responsibilities. [SECNAVINST 12430.4, DON Performance Management Programs; DON Human Resources Implementation Guide No. 430-01; and BUPERSINST 5200-12A, Management Control Program] 

General standards for Management Control in the Federal Government are: 


Compliance with Law -- Comply with laws and regulations. Effectively and efficiently allocate resources as authorized. 

Reasonable Assurance and Safeguards -- Protect assets. Maintain logical, applicable, efficient, and effective Management Controls. 

Integrity, Competence, and Attitude -- Integrity and support of ethics programs is a must. Develop and implement Management Controls. Maintain a level of competence to ensure effective accomplishment of duties. Encourage communication between offices.


Specific standards for Management Control in the Federal Government are: 


Delegation of Authority and Organization -- Establish appropriate organizational structure. Authority, responsibility, and accountability are defined and delegated. Place controls and related decision-making authority in the hands of line managers and staff. 

Separation of Duties and Supervision -- Separate responsibilities in authorizing, processing, recording, and reviewing transactions or procedures. Exercise oversight to ensure individuals do not exceed or abuse their assigned authorities. 

Access to and Accountability for Resources -- Limit access to resources and records to authorized individuals. Assign custody and maintain accountability for resources. 

Recording and Documentation -- Promptly record, classify, and ensure transaction and procedure accountability. Documentation of transactions, procedures, and Management Controls must be clear and readily available for examination. 

Resolution of Audit Findings and Other Deficiencies -- Determine and take proper actions in response to deficiencies and related recommendations. Complete all actions within established timeframes.


FMFIA requires an annual compliance certification and status updates on material weaknesses. Our certification states that "There is reasonable assurance that Management Controls are in place and operating effectively, except for material weaknesses, and the objectives of FMFIA were achieved."  Material weaknesses are specific instances of noncompliance with FMFIA of such importance to warrant reporting to the next higher level of command. 

General Information

Management controls are used daily by managers and employees to accomplish the identified objectives of an organization.  Simply put, management controls are the operational methods that enable work to proceed as expected.  Most controls can be classified as preventive or detective.  Preventive controls are designed to discourage errors or irregularities.  For example:

· A manager’s review of purchases prior to approval prevents inappropriate expenditures of office funds.

· A computer program, which asks for a password, prevents unauthorized access to information.

Detective controls are designed to identify an error or irregularity after it has occurred.  Examples include the following:

· An exception report that detects and lists incorrect or incomplete transactions.

· A manager’s review of long distance telephone charges will detect improper or personal calls that should not have been charged to the account.

Often, management controls are documented in terms of policies and procedures.  However, sometimes as an organization undergoes structural and functional changes, people within the organization create or adopt ways of ensuring that work proceeds normally.  Many times these methods (controls) are not documented.  The purpose of a Management Control Review (MCR) is to evaluate the entire system or management controls to help your unit operate more efficiently and effectively, and to provide a reasonable level of assurance that the process and products for which you are responsible are adequately protected.

A MCR provides a variety of benefits, which promote sound management, including the following:

· Ensuring that administrative, financial, and programmatic risks have been adequately addressed.

· Eliminating excessive controls that may have accumulated over the years, allowing for more efficient operations.

· Increased confidence that responsibilities are being carried out according to plan.

