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NAVY PROCESS REVIEW AND MEASUREMENT SYSTEM

#1 THE MISHAP PREVENTION PROCESS MODEL

(30% OF OVERALL RATING)

Mishap Prevention - actions taken to identify and control unacceptable risks.

1.
Compile/Report Mishap and Hazard Data
· Mishap reports

· FECA data

· Exposure assessments

· Medical surveillance

· Reported hazards

- Workers

- Management

- Staff

- External agents

- Literature

2.
Analyze Mishap/Hazard Data
· Frequency

· Severity (human costs, dollar costs, mission impact)

· Exposure potential

· Location

· Responsibility

· Type

· Trends

· Patterns

· Any anomaly

3.
Analyze Significant Processes/Areas (Various approaches may be employed - Preliminary Hazard Analysis, Systems Safety Review, Job Safety Analysis, Process Safety Analysis, less formal approaches, etc., as appropriate for processes analyzed)

· Hazards

· Causes

· Responsibilities

· Control alternatives

4.
Report Key Data/Analysis to Process Owner
5.
Process Owners Review Reports

The Mishap Prevention Process Model - (continued)

6.
Identify/Consider Potential Controls

· Administrative/Programmatic

· Engineering 

· Process

· Training

· PPE

· Procedural

· Product substitution

7.
Conduct Relative Value Assessment

· Loss potential
· Cost
· Expected benefit
· Morale implications
· Feasibility
· Customer acceptance
· Public image
· Labor/management implications
8.
Select Alternative(s)
· Select control(s)

· Do nothing

· Prioritize implementing actions

9.
Implement Control (s)

· Issue policy

· Issue procedures

· Install barriers

· Modify facilities/equipment

· Modify procedures

· Conduct training

· Utilize new product

10.
Assess Impact of Controls 
· Review data

· Inspect process/worksite

· Solicit customer feedback

· Compare results to expected benefits

11.
Modify Control(s) As Needed

· Select alternative control(s)
· Modify existing control(s)
· Eliminate control(s)

Performance Measures for the Mishap Prevention Process

1.  Mishap Rates and Measures of Performance - The mishap rate currently used to measure mishap prevention performance in the Process Review and Measurement System (PR&MS) is the Injury/Illness Incidence Rate (IIR).  However, with increasing requirements to evaluate performance according to various administration goals, other measurements are needed.  The Navy is phasing out the singular use of the IIR, and including other comprehensive statistical measures of performance.  One of the objectives of the safety performance evaluation is to align the mishap rates collected from Navy regions and installations with the goals of the 2003 Presidential Safety, Health and Return to Employment (SHARE) Initiative, and future safety related cost reduction goals.

The OSHA final recordkeeping rule made the Federal sector’s recordkeeping and reporting requirements essentially identical to the private sector by adopting applicable provisions from 29 CFR Part 1904 as Federal agency requirements under 29 CFR Part 1960.  OSHA amended the basic program elements at 29 CFR 1960, Subpart I, to make pertinent private sector recordkeeping and reporting requirements under Part 1904 applicable to the Federal sector.  Under Part 1904, recordable work-related injuries and illnesses are those that result in one or more of the following:  death, days away from work, restricted work or transfer to another job, medical treatment beyond first aid, loss of consciousness, or diagnosis of a significant injury or illness.

The Naval Safety Center has implemented a web-enable Safety System (WESS) to enhance operations and to improve the safety information obtained for decisions.  Embedded in WESS, 

JReport provides Naval professionals with information to assist in the identification of relationships between mishaps and their root causes.  This type of information is used to educate appropriate audiences for equipment design, training, and operational maintenance processes in order to reduce mishap occurrence.  

The IIR includes all mishaps causing personal injury, fatalities and first-aid.  Since historically a location’s safety performance audit score is partially based on the IIR, the use of the IIR is being kept until the other safety performance measures are integrated into the audit.  

The Injury/illness Incidence Rate (IIR) is defined as follows:

___A_X  200,000__

IIR =
                     M + C
·     A = total injuries/occupational illnesses including fatalities, lost/no-lost time cases, first aid cases reported on Form OPNAV 5102/7 (Log of Navy Injuries and Occupational Illnesses), or equivalent form.
·     M = the command's military personnel and strength for the reporting period multiplied by 2,000 (Note: 2,000 is the appropriate multiplier only when an annual IIR is being calculated.  This multiplier should be adjusted up or down in proportion to the time period in question for any IIR calculations for time periods other than annual.  For example, use 1,000 for a 6-month IIR, use 10,000 for a 5-year IIR) Note: Under 29 CFR 1904, first aid injuries are exempt from recordkeeping. 

· C= civilian staffing multiplied by 2000 or the total man hours worked by civilian employees of the command during the reporting period, as provided by the Comptroller

· The IIR score is derived as follows:

0.3(100-IIR)= IIR Score

Note 1: The IIR is a tool designed for individual activities to use as one standardized trailing indicator of possible safety concerns so that the Echelon 2, Inspector General (IG) or anyone else conducting an assessment can identify mishap trends and audit performance with the use of a numeric score that uses the IIR.

Note 2: The safety and occupational health Bureau of Labor Statistics’ (BLS) incident rates are not equivalent to the IIR.

Note 3: Additional Navy and Marine Corps Safety Council metrics to define specific administration goals are maintained by the Navy Safety Center.

On May 19, 2003, the Secretary of Defense sent a memorandum challenging the DOD to reduce the number of mishaps by 50% in the next two years.  The Navy is “phasing in” the consistent use of other metrics that are used to evaluate safety performance with respect to achieving these goals and objectives.  

Performance measures include, but are not limited to:
Class A Operational Ashore Mishap Rate.

http://www.safetycenter.navy.mil/execsummary/default.htm
Class A operational mishaps are incidents (cases) that cause $1,000,000 or more in property damage; or, that cause a fatality or a permanent total disability.  Class A Mishap Rate is defined as the number of cases per 100,000 personnel per year, and includes military and federal civilian ashore personnel.  
Class A Operational Ashore Mishap Rate =

 # cases
# affected persons/100,000

# Affected personnel, is the number of military personnel plus the number of civilian personnel for the reporting period.

Activities have access to data to produce activities’ specific trends from the WESS JReport module.

PMV Fatality Rate.

http://www.safetycenter.navy.mil/execsummary/default.htm
Private motor vehicle (PMV) includes 2- or 4-wheeled vehicles and includes military on- or off-duty, and civilian on-duty use of motor vehicles.  Private Motor Vehicle (PMV) fatality is a motor vehicle death, regardless of the identity of the operator that does not involve a government motor vehicle.

PMV fatality rates are deaths caused by motor vehicle per 100,000 persons per year.

PMV Fatality Rate = 

# Fatalities  




       (# affected personnel/100,000)

Affected personnel = the command's military personnel; plus the civilian staffing, as provided by the Comptroller.  
Activities have access to data to produce activities’ specific trends from WESS JReport module.

Federal Civilian Lost Time Case Rate (LTCR).  

http://www.safetycenter.navy.mil/execsummary/default.htm
A “lost time case” is a non-fatal traumatic injury that causes any loss of time from work beyond the day or shift it occurred; or a non-fatal, non-traumatic illness or disease that causes disability at any time. 

Civilian Lost Time Case Rate =                # of on-duty lost time cases X 200,000

                   

Number of civilian hours worked

The number of civilian hours worked is the total man-hours worked by civilian employees of the command during the reporting period, as provided by the Comptroller.  (Hours can be estimated by the civilian staffing multiplied by 2,000 but actual civilian hours should be used.)
The number of lost time/death mishaps is recorded on the Log of Navy Injuries and Illnesses.  2,000 hrs equal 1 person-year (50 wks/year X 40 hrs/wk).  Note that 2,000 is used for the entire year.  

Activities have access to data to produce activities’ specific trends from the WESS Jreport module.  This metric corresponds to the SHARE goal to lower lost time injury rates by three percent per year.

Federal Civilian Lost Day Rate

https://www.dmdc.osd.mil/ltwi/owa/cop
And, “top 40” list is at https://www.dmdc.osd.mil/ltwi/owa/charts.top40_display?rptnum=1
Federal Civilian Lost Day Rate is the number of lost workdays per 100 civilian workers per year.  The source is the Defense Manpower Data Center (DMDC). 

Lost day rate =
 (# COP days + # LWOP days) x 200,000 

                                               Number of civilian hours worked

COP is continuation of pay.

LWOP is leave without pay.

Civilian hours worked are the actual number of hours.  The number of civilian hours worked is the total hours worked by civilian employees of the command during the reporting period, as provided by the Comptroller.  (The number of civilian hours can be estimated by the civilian staffing multiplied by 2,000, but actual civilian hours should be used.)
Activities have access to data from the WESS Jreport module to produce activities’ specific trends for logged injuries and illnesses, although this data may differ from DMDC figures, which are based on pay records.  Drill-down compatibility is available on the DMDC site.

Military Lost Day Rate

http://amsa.army.mil/AMSA/amsa_home.htm 

The military lost day rate is the number of lost production days (medical cases, quarters and limited duty) per 100 military personnel per year.  Source is the Army website which is incompatible with the Navy Marine Corps Intranet.

Military lost day rate = 
 # lost production days x 200,000




    

 Personnel hours

Personnel hours are the command's military personnel for the reporting period multiplied by 2,000 (Note: 2,000 is the appropriate multiplier only when an annual rate is being calculated.  This multiplier should be adjusted up or down in proportion to the time period in question for any lost day rate calculations for time periods other than annual.  For example, use 1,000 for a 6-month lost day rate, use 10,000 for a 5-year lost day rate.

Activities have access to data to produce activities’ specific trends from the WESS Jreport module.  

 Navy Injury and Illness Incident Rate (NIIR)

http://www.safetycenter.navy.mil/execsummary/default.htm
The Navy lost workday case rate is the total number of OSHA recordable cases that includes military and civilian medical cases, restricted work activity cases, fatalities and lost time cases




___A X 200,000___

NIIR =

         M+C
 A = total injuries/occupational illnesses including fatalities, lost time cases, medical cases, and restricted work activities’ cases  (from the Log of Navy Injuries and Occupational Illnesses).

· M = the command's military personnel and strength for the reporting period multiplied by 2,000 (Note: 2,000 is the appropriate multiplier only when an annual rate is being calculated.  This multiplier should be adjusted up or down in proportion to the time period in question for any NIIR calculations for time periods other than annual.  For example, use 1,000 for a 6-month IIR, use 10,000 for a 5-year NIIR.

· C = the total man-hours worked by civilian employees of the command during the reporting period, as provided by the Comptroller.  (The number of civilian hours can be estimated by the civilian staffing multiplied by 2,000 but actual civilian hours should be used.)

Note: The NIIR correlates with the metric for the SHARE three percent per year reduction in total case rates.  The activity NIIR will be significantly lower than the IIR due to recording rule requirements of 29 CFR 1904. 

For Ashore statistics, go to http://www.safetycenter.navy.mil/statistics/ashore/default.htm.  

Mishap Classification below is taken per DODI 6055.7, 3 Oct. 2000 available at:

http://www.dtic.mil/whs/directives/corres/pdf/i60557_100300/i60557p.pdf and in OPNAVINST 5102.1D/MCO P5102.1B, paragraph 2002. 
· Class A Mishap

· Property damage of $1M or more.

· A fatality or permanent total disability.

· Class B Mishap

· Property damage of $200K or more but less than $1M.

· A permanent partial disability.

· In-patient hospitalization of 3 or more personnel.

· Class C Mishap

· Property damage between $20K and $200K.
· A non-fatal injury resulting in any loss of time from work beyond the day or shift on which it occurred; or a non-fatal occupational illness or disability that causes loss of time from work or disability at any time.

2.
Quality Assessment of Command Mishap Prevention Program
Evaluate the command's Mishap Prevention performance by assessing its implementation of specific elements of the Mishap Prevention process model.  The process model elements recommended for evaluation, and proposed evaluation methods, are provided below:

· Compile/Report Mishap and Hazard Data - 

Is appropriate mishap and hazard data compiled?

-Injuries/illnesses

-Property damage cases

-Stressor exposure

-Safety hazards

-Near misses

· A list of possible sources from which the evaluator may gather actual mishap and hazard data for comparison purposes includes:

1.
Clinic logs

1. Material property damage reports (Safety Office)

2. FECA tables

3. JAG reports

4. NAVFAC property loss reports

5. Property accountability reports (Controller)

6. Crane accident reports

7. Ships' CAS reports

8. Inspection Reports

9. Employee Hazard Reports (EHR)

10. Abatement logs

11. Industrial hygiene reports

(Evaluate by taking a sample of mishaps/hazards from the above data sources and then confirming the consideration of those mishaps/hazards in the mishap prevention process.  Numerical values should then be assigned to this element, based on the number of sample mishap and hazard items actually included in command mishap prevention analysis databases.)

· Analyze Mishap/Hazard Data and Significant Process Areas

Do the analyses:

- Occur at an appropriate frequency?

- Provide data at appropriate levels of management responsibility?

- Identify the most frequent and/or severe risks?

- Provide a valid comparison of current performance versus expected/historical performance?

- Provide useful recommendations for performance improvement?

- Provide other useful analysis not listed above?

· Process Owner Response to Analyses

Characterize process owner response to reports of mishap analyses as one of the following:

   - Unsatisfactory awareness of/response to analyses reports

   - Satisfactory awareness of/response to analyses reports

   - Takes additional internal analysis/action beyond that

     suggested by analyses reports

(Evaluate by personal interview with selected process owners, review of process owner documentation, and field confirmation of actions claimed (where appropriate).

#2 THE REGULATORY COMPLIANCE PROCESS MODEL

(20% OF OVERALL RATING)

Regulatory Compliance - conformance to requirements

1.
Determine Regulatory Requirement
· Review regulations

· DOD/Navy directives

· Military exclusions

· Review, determine if changes needed

· Legal considerations

· Regulatory interface

· Community relations

2.
Develop Compliance Strategies
· Training requirements

· Feasibility

· Medical impact

· Prioritization

· Time frame for implementation

· Consequences on non-compliance

· Difference between new and current requirements

· System safety review

3.
Identify and Provide Resources

· Organizational structure
· Cost determination
· Budgeting
- Internal

- Customer cost

· Facility requirements
4.
Execute Compliance Strategy
· Communicate requirements

- Training

5.
Monitoring
· Documentation

· Data analysis

· Report compliance status

· Feedback

· Initiate improvement efforts

· Confirmation of corrective action

Performance Measures for the Regulatory Compliance Process

· Echelon 2 inspection/assistance results

#3 THE SUPERVISION PROCESS MODEL
(20% OF OVERALL RATING)

Supervision - Those actions taken to plan, organize, direct, oversee and evaluate the region or activities of subordinates and Command personnel to safely accomplish work.

The Supervision Process Model incorporates three different but complementary/interrelated components.

Component #1 - Sequential actions/steps associated with the accomplishment of specific jobs/tasks by subordinates.

1.  Analyze Tasks
· Identify hazards

- Physical (mechanical, heat, vibration, noise, location, radiation, etc.)

- Chemical (hazardous materials)

- Biological (disease)

· Evaluate hazards

- Identify personnel at risk

- Consult involved employees

- Consult peers/managers

- Review technical documentation

- Consult professional staff

- Draw upon personal knowledge/experience

· Identify measures needed to control/eliminate hazards

- Engineering

- Administrative

- PPE

· Identify compliance requirements

- Navy

- Occupational Safety and Health Administration

- Local documents

- Other

· Determine required personal qualifications

- Training

- Physical/medical

- Experience

2.
Organize to Safely Accomplish Tasks

· Select qualified personnel

· Determine work sequence

· Coordinate with support organizations

3.
Direct the Accomplishment of Tasks
· Communicate objectives to assigned personnel

- Schedule

- Interface with other operations

- Location

- Problem reporting

· Assign jobs within the task

· Provide job training

- Verbal

- Written

- Discuss potential hazards

- Discuss compliance

4.
Evaluate Task Performance

· Observe workers

· Identify process variance

· Enforce proper implementation of controls

· Receive feedback

- From employees

- From related organizations

- From customers (internal/external)

· Assess efficiency of controls

5.   Adjust Process As Required

Component #2 - Continuing actions to evaluate the overall performance of personnel over time.

1.
Determine General Expectations for Work Unit
· Injury/illness prevention

· Process improvement

· Cost avoidance initiatives

· Workers Compensation (e.g., Light Duty Work, Lost Time)

2.
Set Performance Standards Both Verbally and in Writing
· Objective/quantifiable

· Measure behavior, not results, at lower levels in the organization

· Use subordinates' performance as factor for supervisors

· Measure positives as well as negatives

3.
Acquire Information Needed to Assess Performance

· Inspections

· Supervisor

· Safety staff

· IH surveys

· Process reviews

· Mishap data/information

· Employee self-assessment

· Workers compensation

4.
Assess Performance Against Standards

5.
Discuss with Employee

· Strengths

· Weaknesses

· Improvement strategy

6.
Document Final Assessment

7.
Initiative Reward/Remedial Actions as Appropriate

Component #3 - Integration of safety throughout the command.  Assess how proactively command HQ, command, upper management, supervisors and employees integrate and involve safety and occupational health into core business processes.

1. Review requirements

2.
Scope of involvement

· Meetings/councils/training/strategic planning

3.
Level of interface CO has with

· Upper management, middle management, workforce and unions

· Assess if Command has an informal CO/upper management walk-through of workspaces

4.
Command awareness of compensation costs, property damage assessments, mishap rate reductions, etc.

5. Assess upper echelon strengths, and support/guidance

6. Determine command climate and philosophy related to safety

7. Evaluate customer/command feedback systems

8.
Reduction in accidents due to awareness or improved procedures

9.
Determine ownership of processes
Performance Measures for The Supervision Process
1.
Presence of safety elements in performance standards (% coverage and quality of standards) - the following should be used to evaluate the presence of safety elements in performance standards.

· Is safety addressed?

· Do the standards address communication of safety information and expectations to members of the work unit?

· Is performance monitored to determine if safety requirements and expectations are met?

· Do the standards address actions to be taken to improve the safety performance of the work unit?

· Do the standards require the establishment of safety standards for all members of the work unit?

(Where commands utilize self-directed work teams in lieu of traditional supervisors, performance standards adopted by self-directed work teams will be evaluated)

2.
Assessment of Employee Understanding of Safety Expectations
· Is employee properly using appropriate PPE for the work?

· Can the employee demonstrate an awareness of hazards in the work area, and hazard control measures?

· Is the employee using safety resources available to report/address hazards (e.g. supervisor, safety staff, safety committee, EHR, etc.)?

(Evaluate by field observation and interviews of randomly selected employees who perform work operations which expose them to significant potential hazards.)

3.
Assessment of Safety Integration Initiatives or Improved Outcome Measures:

· Is higher echelon providing guidance?

· Has the region or activity asked the next echelon for guidance (on PR&MS)?

· Is there active interchange of information within the chain (both above and below)?

· Does CO's immediate staff show knowledge of safety and occupational health issues?

· Does CO review safety-related reports (i.e., program costs, incident rates, compensation costs)?

· Has command suite attended safety training with subordinates or peers?

· Has command and upper management shown buy-in and open support of the safety program?

#4 THE TRAINING PROCESS MODEL
(15% OF OVERALL RATING)

Training - conveyance of information to enable personnel to carry out their personal responsibilities safely and in compliance with applicable regulations.

1.
Identify Requirements and Needs

· Explicit

- Required by regulations

- Required by directives

- Individual development plan

· Implicit

- Lessons learned

- Process improvements

- Process changes

- Needed to execute work

- Labor/management/customer relations

· Type

- Initial 

- Refresher

- Job qualification

- Awareness

· Timing/frequency

- Before assignment

- Annual

- Monthly

- Other

· Recordkeeping

2.
Identify Audience

· Upper-level management

· Mid-level management

· Supervisor

· Worker

- New

- Journeyman

- New assignment

· Customer

- Tenants

- Contractors

- Visitors

· Labor organizations

3.
Develop Specific Information to be Delivered
· Relate to each target audience

· Limit to applicable requirements for each target audience

4.
Identify Media
· Lesson plans

· Classroom

· On-the-job training

· Programmed instructions

· Videotape

· Correspondence courses

· Interactive computer assisted

· Stand-up/tailgate meetings

· Other

5.
Assemble Resources Needed to Provide Training
· Funding

· Time

· Media

· Facilities

· Qualified instructor

6.
Deliver Training

· Schedule

· Provide

- OSHA-required hazard communication and other as needed

- College

- On-the-job training

- On-site training

- Job training

- Rate training

- Correspondence and web-based courses

- Stand-up/tailgate meetings

· Track completion

7.
Evaluate Effectiveness

· Work site observations

· Retention testing

- Short-term

- Long-term

· Mishap rate for target accident type

· Student critique

· Other feedback

- Safety office

- Labor organizations

- Managers

8.
Modify Training as Required

Performance Measures for the Training Process

1.
Matrix Match Against Requirements
· Compile Data Sources

- Industrial hygiene surveys

- Military manning documents

- Command mission/function statements

- Command mishap experience

- Command occupation physical qualification statements

- Other

· Determine the following:

· Does a formal training plan exist?

· Would execution of the plan ensure delivery of all required training?

· Would execution of the plan ensure delivery of appropriate specific hazard recognition and control training?

· Is course content documented by formal lesson plans that are approved by appropriate technical personnel?

· Is training executed in accordance with the plan?

· Is the training provided evaluated in terms of:

1. Appropriateness of course content?

2.
Instructor effectiveness?

3.
Behavior of trainees in the workplace?

4.
Are evaluation results used to improve training?

2.
Employee Interface/Challenges

· Compile Data Sources

- Industrial hygiene surveys

- Military manning documents

- Command mission/function statements

- Command mishap experience

- Command occupation physical qualification statements

- Other

· For Target Processes/Occupations, Determine if:

- Employees are accomplishing their work in a safe manner

- Employees are aware of job hazards and requirements

- Employees are complying with regulatory requirements pertinent to their job assignment

- Employee failures are due to: *

1.
Inadequate training

2.
Employee failure to comply with known requirements

3.
Other factors.  (Lack of tools, time, etc., needed to perform work)

- Employee successes are due to: *

1.
Effective training

2.
Knowledge/experience not attributable to the command's training program

3.
Other factors.  (Close supervision, reward system, peer pressure, etc)

* NOTE:  For these items, if the failure/success is due to training, utilize the employee observation/interview results to evaluate the TRAINING key process.  If the failure/success is due to other (non-training) factors, utilize the employee observation/interview results to support the evaluation of another appropriate key process.

(Evaluate by identifying several appropriate occupations within the command, then observing/interviewing randomly selected employees within each identified occupation or process.)

#5 THE SELF-ASSESSMENT PROCESS MODEL
(15% OF OVERALL RATING)

Self-Assessment - a comprehensive internal evaluation of how a safety and occupational health program meets the requirements of its internal/external customers.

1.
Identify Program Elements to be Evaluated
· Mishap Prevention

- Mishap investigation

- Risk assessment

- Hazard abatement

· Adequacy of resources (internal/external)

- Safety staff

- Funding

- Medical/HRO support

- PWC support

- FISC support

- Other

· Supervision

- Management involvement/example

- Performance evaluation

· Personnel participation

- Worker input mechanisms

- Union involvement

- PPE use

· Training

- Formal

- Informal

- Communication

· Regulatory Compliance

- All applicable regulations

- Deficiency abatement

· Injury Cost Control (process model under development)

· Customer Focused Support (support commands only)

2.
Develop Assessment Plan for Each Element

· Develop assessment strategy

· Identify element customers and customers’ needs

· Identify element performance criteria and indicators

· Develop assessment tools/procedures

· Develop assessment schedule

· Determine reporting mechanisms and who receives reports

The Self-Assessment Process Model – (continued)

· Identify and provide for resources needed to assess:

· People

· Data

· Time

· Technical competence

3.
Conduct Assessment of Each Element

· Conduct/Compile information

· Analyze

- Trends 

- Patterns

- Causes

- Priorities

- Actual observed performance vs. desired performance

· Develop conclusions/recommendations

· Prepare/submit reports

- Documentation as required by regulations

- Reports to appropriate responsible persons

4.
Adjust/Improve Self-Assessments

· Obtain/Evaluate customer feedback
· Develop improvements
· Implement improvements
· Advise customers of change
Performance Measures for the Self-Assessment Process
1.
Quality Assessment of Command Self-Assessment Program

· Has the command established a formal self-assessment process?

· Is a self-assessment of each key process, adequacy of resources, and personnel participation conducted annually?

· Does the self-assessment include a data-driven analysis of key safety and occupational process trends/patterns?

· Does the self-assessment identify/quantify the actions and resources needed to correct process deficiencies?

· Does the self-assessment drive process improvements?

· Does the self-assessment identify further process improvement opportunities for programs that already meet basic requirements?

(Evaluate by review of current self-assessment documentation.)

#6 THE CUSTOMER-FOCUSED SUPPORT PROCESS MODEL 

(0-100% - TO BE SCORED SEPARATELY, AS APPLICABLE)

Customer-Focused Support - providing safety and occupational health support, services, and guidance that meet customer needs.

1.
Identify Your Customers

· Commands receiving service

· Students

· Patients

· Managers within commands

· Workers/employees

· Laboratories

· Contractors

· Your boss

2.
Identify Your Customers’ Needs (As Perceived by the Servicing Command)

· Requirements (mandated programs)
· Non-disruptive service
· Schedule and frequency
· Reports and documentation
· Usefulness and reliability of products/services
· Cost vs. value
· Consultation with command management
· Responsiveness
· Policy/guidance
· Anticipation of unexpressed customer needs
· Communication of available services
3.
Evaluate Current Product/Services
· Policy/guidance

· Schedule and frequency

· Reports and documentation

· Usefulness and reliability of products/services

· Requirements (mandated programs)

· Non-disruptive service

· Cost vs. value

· Consultation with command management

· Responsiveness

· Communication of services available

4.
Determine Resources Required to Provide Product/Services

· People

· Funding

· Time

· Consumables

· Facilities

· Contracts

· Support organizations

· Procedures and policies

· Training and education

· Communication and Information Technology

· Equipment

5.
Develop Customer Survey

· Assess knowledge level of people being surveyed 

· Tailor questions accordingly

· Develop questions around the following:
- What do you need from me?

- What do you do with what I give you?

- Do gaps exist between what I give you and what you need?

6.
Develop Survey Implementation Plan
· Determine survey format and delivery method
· Identify forms and checklists
· Develop schedules
· Train surveyors/conduct dry run
· Refine survey
7.
Conduct Survey
8.
Evaluate Survey Results
· Determine gaps between product/services provided and the customer's needs/requirements/expectations

9.
Improve Delivery of Products/Services to Better Meet Customer Needs

· Develop partnership with customer to eliminate problems

· Provide new services

· Eliminate Unneeded services

· Re-prioritize efforts

· Improve efficiency/effectiveness of current product/service

· Adjust customer/supplier expectations

· Identify alternative provider of service

10.
Identify Potential Improvements

· Customer feedback

· Data

· Field Observations

· Follow-up survey

11.
Pursue Continuous Improvement of Process
· Ensure customer satisfaction

Performance Measures for the Customer-Focused Support Process

· Has the command established a formal process for determining customer needs?

· Has the command determined customer needs (as perceived by the servicing command) and evaluated current service?

· Are customer needs surveyed:

· At least triennially?

· At least annually?

· Significantly more often than annually?

· By written surveys?

· By meetings/workshops?

· Do customer surveys/workshops/etc. result in the development of initiatives to improve the products or services being delivered?

· Are customers advised of survey results and improvement initiatives planned/undertaken in response to surveys

· Are customers involved in the development of improvement initiatives?

· Are improvement initiatives tracked and making progress toward implementation?

· Is customer feedback solicited concerning the effectiveness of changes implemented in response to customer surveys?
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