

10/14/04

 Mishap Prevention


PROCESS REVIEW AND MEASUREMENT

PERFORMANCE MEASURES FOR 

MISHAP PREVENTION 

The goal of the PR&MS performance measurements for the self-assessment process is to conduct a comprehensive internal evaluation of how an SOH program meets the requirements of its internal/external customers, to identify deficiencies of customer needs and program requirements, identify future goals and objectives, and measure performance to develop continuous program and process improvements.

EVALUATION CRITERIA

A.  Process Review and Measurement for the Mishap Prevention Module

The Mishap Prevention Process Module of the PR&MS includes actions taken to identify and control unacceptable risks.  The Navy has recognized that risk management is an essential tool for planning, and established Operational Risk Management (ORM) as an integral part of Naval operations in order to optimize capability and readiness.  The Mishap Prevention Process Module of the PR&MS provides shore commands with a systematic approach for applying operational risk management at the command level to assess safety and health risks.

This module also includes four performance measures, which are used to evaluate the mishap prevention process.  They include:

· Injury/Illness incident rate calculation - represents the number of occupational injuries/illnesses (fatalities, lost/no lost time cases and first aid cases) occurring in a one-year period per 100 people in the command.  (30%)

· Quality assessment of Command Mishap Prevention Program – a formal (written) comprehensive mishap prevention program used to compile, analyze, distribute mishap and hazard data, and establish metrics for assessing process owner actions, both reactive and proactive, to reduce mishaps.  (25%)

· Evaluation of the mishap data analysis process in place.  (25%)

· Examination of the process(es) used by the SOH Office to notify process owners of pertinent SOH data and what the process owners do in response to the analysis to prevent future mishaps.  (20%)

1.   Injury and Illness Incident Rate and Score 

The value of the Injury/illness incidence rate (IIR) is (A x 200,000)/(M + C)

A = Total injuries/occupational illnesses including fatality, lost/no-lost time cases, first aid cases reported on Log of Navy Injuries and Occupational Illnesses for the past three years.  

M = Command’s military personnel end strength for the reporting period multiplied by 2000

NOTE:  2,000 is the appropriate multiplier only when an annual IIR is calculated.  This multiplier should be adjusted up or down for time periods other than annual

C  = Total man hours worked by civilian employees or the command during the reporting period, as provided by either the Comptroller or by using 2000 hours per employee.  Whichever you use, stay consistent.

This calculation is performed for each of the past three years and the average is determined.  The average rate is subtracted from 100 and then multiplied by 0.30 to yield the final score for this element.

2.  Quality Assessment of Command Mishap Prevention 

NOTE:  Not all data elements listed below are required.  These are suggestions of materials that can be used in the mishap prevention assessment process.

	D, I
	The command has established a formal written process to gather mishap data. (Reactive data)

· Mishap reports:  What is the process that ensures personnel injury reports, material property damage, vehicle mishap reports, military on- and off-duty reports, etc., are reported to the SOH office?  

· Federal Employee Compensation Act (FECA) Reports:  Does activity receive copies of FECA claims?  Does activity verify that all mishaps are reported to SOH office via review of FECA documents?

· Clinic records:  Are records of personnel treated at Naval medical treatment facilities reviewed to validate reporting of injuries and occupational illnesses?  This is especially helpful to determine whether military injuries and occupational illnesses are being reported.

· Security dispatch log:  This is a potential source for determining whether or not motor vehicle and/or property damage mishaps are being reported.

· Crane and motor vehicle maintenance records to determine if material property damage is being reported. (PWC could be a source for this.)

· Command CASREP and SITREPs:  Excellent sources for off-duty military mishap information and other incidents.

	D, I
	Command has established a formal process to gather hazard data.  (Proactive data)

· Job hazard analyses (JHA)

· IH survey reports (exposure potential)

· Medical surveillance results or changes in medical surveillance, or medical surveillance trending identified (Temporary threshold shift, blood lead levels, etc.)

· Ergonomic assessments/evaluations

· Near misses

· Inspection reports

· Abatement logs

· Review of Authorized use list (AUL), new MSDS’s and/or new HAZMAT data

· New processes, SOPs and contracts

· Reports of unsafe/unhealthful working conditions

· External agents:

· ACGIH

· Consumer product recalls

· ANSI Standards

· NFPA

· NIOSH

· FECA cost trends

· Literature:

· National Safety Council

· Mishap prevention reference books

· Safety Facts

· Occupational Safety and Health Journal

· Professional Safety Magazine

	D, I, V
	Ensure that mishap and hazard data collected meets the needs of the command.  Specific mishap data noted in the module must be compiled.  

· Required data includes injuries/illnesses, property damage cases, stressor exposures, safety hazards and near misses.

· If command has identified leading indicators to correct, prevent or control injuries, or other losses, then there should be data collected/compiled specific to those indicators.

· Are inspections narrowly focused, or do they identify all of the workplace hazards?  (Some inspectors may tend to look at the same types of problems vice looking at the wide range of potential hazards.)

	D, I
	Determine specifically who is responsible for timely collection of the specific type of data you are examining (by position title or code).  This should be in the written instruction or SOP.

· Identify the individual, code/department, or office that will be the repository for data collected.  Who is responsible for ensuring the data is collected, recorded, etc., in such a way that it can be analyzed/used?

· Best practice would ensure that the data repository (office, code, individual) is clearly identified in a written document.  Who receives reports?  How?  Where?

	D, I
	Determine timeliness of mishap and hazard data being compiled.  

· Specifically, is there an assigned timeframe for data collection?  

· Does the timeframe make sense in terms of usefulness of the data?

	D, I, V
	Determine if there is a step-by-step sequence of events that produces each stream of mishap and hazard data as an end product.  

· How is data verified for accuracy and completeness?

· Can you take a mishap investigation and follow the sequence of events to recreate the incident?  This is one method to verify accuracy of the mishap investigating and reporting process.

· Are all fields on mishap forms completed accurately?


D-Documentation, I-Interview, V-Validate (field visit)

Note:  How do you know processes are in place to ensure each of the above is complete?

3.   Analyze mishap/hazard data. 

	D
	A written plan exists for the analysis of mishap data that includes the following elements. The command conducts a mishap data analysis.  (Reactive)  

Sample elements in a mishap analysis include:

· Frequency/severity rates, IIR

· Exposure potential (chemical, physical, biological, ergonomic, etc.)

· Location (Where did incident occur or hazard exist?)

· Responsibility 

· Type

· Trends/patterns

· Root causes

· Any anomalies 

	D
	The written plan identifies appropriate distribution of the data and allows for expansion.

· Has the activity established a repeatable process that gets analysis information out to the right audience?

· Distribution includes all work centers identified as having hazard/risks

	D
	The command conducts hazard data analyses.  (Proactive)

· JHAs

· Hazards 

· Causes 

· Process reviews

· Plan reviews

· AUL, MSDS reviews

· Inspection data

· Responsibilities (Are you finding the same problems with the same supervisors, or is it a certain trade, etc?)

· Control alternatives (What else can be done to eliminate/or control hazard?  ORM in place?  Administrative, substitution, engineering controls? Is PPE the only alternative?) 

	D
	Analyses are conducted at the defined periodicity.

· Are analyses being done as scheduled?  

	D, I
	An analysis is conducted whenever a process changes.

· Activity starting a new task/job?  Opportunity for JHA? 

· Old/routine task being done in a new way, with new equipment/tools?  JHA conducted to reflect operational changes?


	D, I
	Analysis of mishap/hazard data results in a risk assessment of hazards, priorities and proposed corrective actions for the command as well as sub-programs or shops.

	D, I, V
	Does analysis identify primary, secondary, tertiary job task (e.g., welding/changing bottles/slipping) or peripheral to work (fall in parking lot, coming/going to work)?


D-Documentation, I-Interview, V-Validate (field visit)

4.  Analyze significant processes/areas.

	D, I, V
	Various approaches may be employed.

· Preliminary hazard analyses

· Systems safety review

· Job safety analyses

· Process safety analysis

	D, I, V
	Does the analysis include:

· Hazard identification

· Causes of potential hazards

· Responsibilities for control, correction, elimination of risk

· Control alternatives (elimination, engineering/ administrative controls, PPE)


D-Documentation, I-Interview, V-Validate (field visit)

5.  Does the analyses identify the most frequent and/or severe risks?

	D
	Analyses identify most frequent and/or severe risks based on mishap data. (Reactive)

· What processes/jobs/tasks result in injuries/illnesses?

	D
	Analyses attempt to identify risk of injuries/ illnesses based on hazard data. (Proactive)

· Identification of high-risk processes.

· Identify high-hazard workplaces

· Ask the shops to identify their key (or most commonly conducted) processes/tasks.  Start there.

· Risk of injuries, and illnesses are prioritized based on analyses of mishap hazard data, processes, frequencies, and use of ORM.

	D, I
	Analysis data is distributed at appropriate levels of management responsibility (e.g. managers, supervisors, intranet, etc.) and distribution includes all work supervisors.

	D
	The analyses identify past and current hazard/risk data and include processes involved with identified changes.

	D, I
	The analyses provide a comparison of the past and current indicators and identify expected future performance (could be used to establish goals and objectives).


D-Documentation, I-Interview, V-Validate (field visit)

6.  Does the analyses provide a valid comparison of current performances verses expected/historical performance?

	D

	The analyses identify past and current hazards/risk data and include processes involved with identified changes.

	D, I
	The analyses provide a comparison of the past and current indicators and identify expected future performance (could be used to establish goals and objectives).


D-Documentation, I-Interview, V-Validate (field visit)
7.  Does the analysis provide useful recommendations for performance improvement?

	D
	The analyses provided abatement recommendations.

· Corrective actions to prevent mishap recurrence

· Design changes to eliminate/control risk (engineering controls)

· Special emphasis areas

	D
	The analyses provided specific action recommendations for improvement.

· What needs to be done?  Be specific.

	D, I, V
	Appropriate levels of management are provided action recommendations for performance improvement.

· Identify who needs to implement improvement. (Who pays?, Who submits work request?, Who does work?, etc.)

	D
	The analyses provided optional recommendations for improvement to enable the responsible party to make informed decisions.

· Perhaps there are several ways to eliminate or control the risk/hazard

	D
	Command disseminates analyses via the intranet, newspaper, all-hands notice, etc.


D-Documentation, I-Interview, V-Validate (field visit)

8.  Report key data/analysis to process owner.  The analysis provides data at the appropriate levels of management responsibility.

	D, I
	Analyses results are used as a training tool for supervisors.

· How does the activity ensure supervisors know results?

· How do results impact processes/job performance?

· Do results lead to change/process improvement?  How?

· Do supervisors act on the information provided by the results of analyses?


D-Documentation, I-Interview, V-Validate (field visit)

9.  Process owner reviews reports and responds to analysis. 

Characterize process owner response to reports of mishap analyses as one of the following:

	D, I, V
	The process owner embraces external analysis. 

· Actions taken to correct deficiencies/recommendations identified by higher authority (e.g., NOIU, command inspection, OSHME) or outside agency (IH survey, OSHA, Naval Safety Center, RASO, etc)

· Actions taken on recommendations from analyses

	D, I, V
	Process owner takes action on local inspection reports to promptly abate hazards.

· Implements interim controls

· Initiates corrective action (issues work request, replaces guard, etc.)

	D, V
	Process owner responds to IH evaluation results.  This includes such action as:

· Changes/updates PPE recommended

· Modifies work process to control exposure

· Makes engineering/process changes

· Conducts training

· Substitutes products to reduce hazard

	D, I
	The process owner responds to results of job hazard analysis of work processes.

· Makes process changes

· Enforces use of required PPE

	D, I
	The process owner searches for root causes and views mishaps as avoidable.

· Doesn’t settle for “cautioned employee” or stop at “employee’s unsafe act”

	D
	Resources:

· Does process owner have enough money (budget) – locally funded?

· Can monies be captured from outside (HA funds?)

· Can monies be tracked –show resource allocation (money/man-hours)?


D-Documentation, I-Interview, V-Validate (field visit)

10.  Identify/consider potential controls & implement controls.

	D, I, V
	Process owner makes process changes (layout, time sequence of events, SOPs, numbers of workers, equipment, etc.) as a result of the analyses.

· Issue policy

· Issue or modify procedures

· Install barriers

· Modify facilities/equipment

· Conduct training

· Utilize new product/substitute less hazardous product

	D, I, V
	Examples of potential controls include:

· Administrative/Programmatic

· Engineering

· Process/procedural

· Training

· PPE

· Product substitution


D-Documentation, I-Interview, V-Validate (field visit)

11.  Conduct relative value assessment.

	D
	Loss potential

	D
	Cost

	D
	Expected benefit

	D
	Morale implications

	D
	Feasibility

	D
	Customer Acceptance

	D
	Public image

	D
	Labor/management implications


D-Documentation, I-Interview, V-Validate (field visit)

12.  Select alternative(s).

	D, I, V
	Select control(s)

	D
	Prioritize implementing actions

	D, I, V
	Process owner communicates the substance of the analyses.

· Documents changes made

· Develops written procedure

· Brief SOH Policy Council

· Notify personnel via shop stand-up safety meetings, Command newspaper, SOHE committee meetings, etc.


D-Documentation, I-Interview, V-Validate (field visit)
13.  Additional internal analysis or action taken beyond that suggested by analyses reports.
	D
	The process owner has developed metrics to represent losses due to mishaps e.g.:

· $ value of property damage

· FECA costs

· Lost productivity due to mishaps

· Hidden/direct costs of mishaps

	D, I, V
	The process owner has identified his/her internal customer and is attempting to satisfy their SOH needs.

· MOA/ISSA (region, medical clinic, host)

· Identified SOH needs (assessment)

	D, I, V
	The process owner uses pre-briefings to highlight potential hazards before each work shift.

· Any documentation of pre-job briefs?

· Conduct surveillance to validate pre-briefing conduct and content

· Interview employees to validate pre-briefings

	D, I, V
	The process owner is proactive and can demonstrate initiative through shop cleanliness, daily or weekly inspections, and complete training records.


D-Documentation, I-Interview, V-Validate (field visit)

14.  Assess impact of controls.

	D
	Review data.

	D
	Inspect process/worksite.

	D
	Solicit customer feedback.

	D
	Compare results to expected benefit.


D-Documentation, I-Interview, V-Validate (field visit)

15.  Modify control(s) as needed.
	D
	Select alternative control(s.)

	D
	Modify existing control(s).

	D
	Eliminate control(s).


D-Documentation, I-Interview, Validate (V) (field visit)

PR&MS SCORING METHODOLOGY

	90-100% - FULLY COMPLIANT. Program reflects best business practices; goes beyond mere regulatory compliance and adopts PR&MS philosophy.  Almost all of the performance indicators were met, with NO significant findings, and the process is effectively implemented.  Evidence of success is based upon measurable results, sustained over time.

	75-89% - PARTIAL COMPLIANCE.  There is good evidence of implementing PR&MS philosophy as evidenced by business practices, and not stopping at a regulatory compliance-based SOH Program.  Almost all of the performance indicators were met, with ONE OR TWO significant findings, but some processes are not effectively implemented.  The program is becoming integrated into the organization’s business planning, processes and metrics; beginning the journey toward excellence.

	51-74% - MINIMAL COMPLIANCE.  Some evidence of implementing PR&MS philosophy using best business practices, but focus of the program is more on regulatory compliance. Minimum standards are basically met, with THREE TO SIX significant findings or process not effectively implemented.  The program could be significantly improved by moving beyond compliance to best business practices.

	0-50% - NON-COMPLIANT.  This program is in trouble.  At this level, sustaining compliance is questionable.  Most of the performance indicators were not met, with SEVEN OR MORE significant findings or process not effectively implemented. 


Mishap Rate (30%)

      =

________ +

Data Compilation (25%)
      =

________ +

Data Analysis (25%)

      =

________ +

Process Owner Response (20%)=

________ +

Mishap Prevention Score
=

________

Adjust final scoring to reflect red (Unsatisfactory), yellow (Marginal), green (Satisfactory)

SATISFACTORY      75-100%


MARGINAL           51 -74%


UNSATISFACTORY     50% OR BELOW
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